
 

 

Videosurveillance Privacy information 2026 

 
AMERICAN OVERSEAS SCHOOL OF ROME (AOSR) INFORMATIVA PRIVACY (ART. 13 GDPR) VIDEOSORVEGLIANZA (SICUREZZA) + 

RIPRESE FOTO/VIDEO DURANTE EVENTI AOSR 

 

La presente informativa descrive come American Overseas School of Rome (“AOSR” o la “Scuola”) tratta i dati 
personali tramite: 

(A) sistema di videosorveglianza (CCTV) nel campus per la sicurezza e la protezione di persone e beni; e 

(B) riprese foto/video durante eventi sponsorizzati da AOSR per comunicazioni della Scuola. 

 

1) TITOLARE DEL TRATTAMENTO 

Il Titolare del trattamento (Art. 4(7) e Art. 24 GDPR) è: 

American Overseas School of Rome (AOSR) 

Via Cassia 811, 00189 Roma, Italia 

Contatto privacy: privacy@aosr.org 

 

2) CATEGORIE DI DATI PERSONALI TRATTATI 

A) Videosorveglianza (Sicurezza): 

- immagini video di persone che entrano e si muovono nelle aree del campus soggette a 
videosorveglianza; 

- il sistema di videosorveglianza NON registra audio. 

 

B) Foto/Video durante eventi: 

- fotografie e registrazioni video dei partecipanti (adulti e minori), individualmente o in gruppo; 

- ove applicabile, voce/audio catturati incidentalmente durante le riprese video; 

- informazioni identificative limitate (es. nome/ruolo/classe/grade) solo se necessarie e coerenti con i 
permessi/consensi raccolti. 

 

3) FINALITÀ DEL TRATTAMENTO 

 

A) Videosorveglianza (solo sicurezza): 

​  ​ La videosorveglianza è utilizzata esclusivamente per: 

- prevenzione e gestione di intrusioni, furti, vandalismi, danneggiamenti e altri eventi di sicurezza; e 

- protezione delle persone presenti nei locali della Scuola (dipendenti, studenti, visitatori) e gestione 
degli incidenti di sicurezza. 

 

La videosorveglianza NON è finalizzata e NON viene utilizzata per monitorare l’attività lavorativa quotidiana dei 
dipendenti. 
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B) Foto/Video durante eventi AOSR: 

AOSR può utilizzare foto e video realizzati durante gli eventi per: 

- documentazione della vita scolastica e reportistica/cronaca dell’evento (incluse comunicazioni 
interne); e 

- comunicazione e promozione di AOSR (es. sito web AOSR, newsletter, brochure e canali social 
ufficiali). 

 

4) BASE GIURIDICA 

 

A) Videosorveglianza (Sicurezza):​  

AOSR tratta le immagini di videosorveglianza sulla base del proprio legittimo interesse (Art. 6(1)(f) GDPR) a 
garantire la sicurezza e proteggere persone e beni. AOSR effettua e mantiene una Valutazione del Legittimo 
Interesse (LIA) che bilancia le esigenze di sicurezza con i diritti e le libertà degli interessati. 

 

B) Foto/Video durante eventi: 

A seconda dell’uso specifico, AOSR si basa su: 

- Consenso (Art. 6(1)(a) GDPR) per la realizzazione e/o pubblicazione di immagini identificabili per 
finalità di comunicazione esterna/promozionale, ove richiesto e/o ove AOSR abbia scelto il consenso 
come base giuridica più appropriata. Per i minori, il consenso viene raccolto dal genitore/tutore legale, 
ove applicabile. 

- Legittimo interesse (Art. 6(1)(f) GDPR) per la documentazione generale dell’evento e immagini “di 
contesto/di folla” in cui le persone non sono il soggetto principale, con adeguate misure di garanzia e 
diritto di opposizione. 

 

5) COME FARE OPT-OUT / OPPORSI / REVOCARE IL CONSENSO 

 

A) Videosorveglianza: 

Poiché il trattamento si basa sul legittimo interesse, è possibile opporsi in qualsiasi momento (Art. 21 GDPR) 
contattando AOSR ai riferimenti indicati nella Sezione 1. AOSR valuterà la richiesta e interromperà il 
trattamento salvo che dimostri l’esistenza di motivi legittimi cogenti prevalenti sui diritti e le libertà 
dell’interessato o che il trattamento sia necessario per l’accertamento, l’esercizio o la difesa di un diritto in sede 
giudiziaria. 

 

B) Foto/Video durante eventi: 

- Durante l’evento: informare un membro dello staff AOSR presso il punto registrazione/check-in (o 
un referente del Communications Office). 

- Dopo l’evento: inviare email al Communications Office a esmith@aosr.org entro 30 giorni. 

 

Quando il trattamento è basato sul consenso, il consenso può essere revocato in qualsiasi momento (Art. 7 GDPR). La 
revoca non pregiudica la liceità del trattamento effettuato prima della revoca. 

 

AOSR adotterà misure ragionevoli per evitare di riprendere o utilizzare immagini identificabili di persone che si 
oppongono/fanno opt-out (es.: evitare primi piani, selezionare riprese alternative, escludere immagini dalla 
pubblicazione o applicare blur dove tecnicamente possibile). Si segnala che non sempre è possibile evitare la ripresa 
accidentale in immagini grandangolari o scene di gruppo/folla. 
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5bis) NATURA DEL CONFERIMENTO DEI DATI 

 

Videosorveglianza: l’accesso alle aree videosorvegliate è volontario; tuttavia, chi accede a tali aree può essere ripreso per 
finalità di sicurezza. Ove possibile, si possono evitare le aree monitorate; si precisa che alcuni punti di accesso e aree 
esterne comuni possono essere monitorati per ragioni di sicurezza. 

 

Foto/Video durante eventi: conferire la propria immagine è facoltativo. AOSR mette a disposizione una procedura di 
opt-out (Sezione 5). Ove possibile, AOSR eviterà primi piani di chi fa opt-out ed escluderà immagini identificabili dalla 
pubblicazione. 

 

6) DESTINATARI / CATEGORIE DI DESTINATARI 

 

I dati personali possono essere accessibili a: 

- personale AOSR autorizzato che opera sotto l’autorità del Titolare (principio “need-to-know”; es. 
Security/Administration/IT per CCTV; Communications per immagini eventi); 

- fornitori esterni nominati Responsabili del trattamento ai sensi dell’Art. 28 GDPR (es.: manutenzione CCTV; 
provider IT/hosting; fotografi/videomaker professionisti; agenzie di comunicazione; piattaforme newsletter), 
ove applicabile; 

- autorità pubbliche / forze dell’ordine quando richiesto dalla legge o a fronte di richiesta valida/formalizzata. 

 

Le piattaforme social (es.: Meta, Google/YouTube, LinkedIn) generalmente agiscono come Titolari autonomi per i 
trattamenti svolti per proprie finalità ai sensi dei rispettivi termini e policy. 

 

7) TRASFERIMENTI INTERNAZIONALI (FUORI DAL SEE) 

Qualora servizi/piattaforme utilizzati da AOSR comportino trasferimenti di dati fuori dallo Spazio Economico Europeo, 
tali trasferimenti saranno effettuati in conformità al Capo V del GDPR (Art. 44 e ss.), utilizzando garanzie adeguate (es.: 
decisioni di adeguatezza o Clausole Contrattuali Standard), ove applicabile. 

 

8) TEMPI DI CONSERVAZIONE 

A) Videosorveglianza: 

Le registrazioni CCTV sono conservate per un periodo limitato coerente con le finalità di sicurezza e 
successivamente sovrascritte automaticamente. 

Le registrazioni CCTV sono attive dalle 18.00 alle 5.00 e sono conservate per 72 ore (3 giorni) e poi 
sovrascritte automaticamente, salvo che sia necessario conservarle più 

 

B) Foto/Video durante eventi: 

AOSR conserva i materiali degli eventi per il tempo non superiore a quanto necessario (Art. 5(1)(e) GDPR). In 
via generale: 

- i materiali foto/video “grezzi” sono conservati fino a 90 giorni per selezionare e finalizzare i materiali 
di comunicazione; 

- le immagini/video selezionati per comunicazioni istituzionali possono essere conservati negli archivi 
AOSR fino a quando non risultino più pertinenti, con revisione periodica; 

- i contenuti pubblicati su sito e social AOSR possono rimanere online fino a rimozione; eventuali 
richieste di rimozione saranno valutate e implementate ove fattibile, considerando vincoli tecnici e 
policy delle piattaforme terze. 
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9) MISURE DI SICUREZZA (ARTT. 25 E 32 GDPR) 

AOSR applica i principi di privacy by design/by default e adeguate misure tecniche e organizzative per proteggere i dati 
personali, tra cui: 

- inquadrature minimizzate su punti di accesso/aree critiche ed esclusione di aree sensibili (es.: 
bagni/spogliatoi); 

- accesso ristretto alle immagini live/registrazioni e autorizzazioni basate sui ruoli; 

- tracciamento (log) degli accessi e delle esportazioni, ove applicabile; 

- controlli di sicurezza per proteggere sistemi e dati (es.: controllo accessi, aggiornamenti, 
segmentazione/configurazione sicura); 

- nessuna diffusione delle immagini; consegna alle Forze dell’Ordine solo a fronte di richiesta 
valida/formalizzata; 

- limiti di conservazione e preservazione controllata di segmenti solo in caso di incidente. 

 

10) DIRITTI DELL’INTERESSATO (ARTT. 15–22 GDPR) 

È possibile esercitare i diritti previsti dagli Artt. 15–22 GDPR (accesso, rettifica, cancellazione, limitazione, opposizione, 
ecc.) contattando AOSR all’indirizzo privacy@aosr.org. 

Se il trattamento è basato sul legittimo interesse, è possibile opporsi in qualsiasi momento (Art. 21 GDPR). 

Se il trattamento è basato sul consenso, è possibile revocare il consenso in qualsiasi momento (Art. 7 GDPR). 

 

11) PROCESSI DECISIONALI AUTOMATIZZATI 

AOSR non utilizza le registrazioni CCTV o le foto/video degli eventi per processi decisionali automatizzati, inclusa la 
profilazione, ai sensi dell’Art. 22 GDPR. 
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